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With regulatory, legal, privacy, and security challenges faced by Organizations 
worldwide, email archiving has become a critical application to protect organizations. 

Arcserve UDP Cloud Archiving is a fully managed email archiving solution protecting 
corporate email records and making them easily accessible for regulatory compliance, 
legal discovery, and corporate governance, assuring seamless access for employees.

With Arcserve UDP Cloud Archiving you:

     Save money with easy and cost-effective licensing model by purchasing 
only the storage you need for your email archiving.

     Ensure compliance with regulatory requirements, including FOIA, GDPR, 
HIPAA, PCI DSS, SOX, FISMA and others

     Save time when you need to produce email records with fast and accurate 
eDiscovery search.  

     Strengthen legal readiness, quickly producing evidence, as every email is 
stored as an unalterable corporate record. 

     Drive corporate governance as every email is ready for review for HR issues, 
annual audits, compliance reviews and other needs.

Storage Capacity

100 GB
300 GB
500 GB
1 TB
3 TB
5 TB
10 TB
20 TB
30 TB

Choose a capacity from 100GB to 30TB

Expand as your business grows

Save with no monthly fees per employee

Manage retention policies, legal holds, 
secure access and more

Fully managed cloud service 
in the secure and reliable 
Arcserve Cloud

Unlimited mailboxes with per-
storage licensing: no mailbox 
count required

Dedicated private storage, 
virtual server and login page

Encrypted and secure storage 
of emails as unalterable records

99.9% availability with tier-IV 
equivalent data centers

UNIQUE SOLUTION:

ARCSERVE® UDP CLOUD ARCHIVING
Unique, capacity-based email archiving service from Arcserve

1 Choose the storage you need

2 Request a free trial

3 Start archiving

4 Import your old emails for free

5 Enjoy a fully managed cloud Archiving

FIVE STEPS TO AN EASY TRIAL UNIQUE CAPACITY-BASED MODEL
lets you choose the amount of storage you need – saving costs! 

Instead of “per mailbox” models, the district saves money by only paying for 
what we use with Arcserve UDP Cloud Archiving.

Randy Dricken, Technology Supervisor, Elkhorn Area School District



For more information on Arcserve, please visit arcserve.com
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EMAIL ARCHIVING
Collection – efficiently gather all new emails in real-time as they 
are sent or received and archive all historical messages from your 
mail server or prior archiving system.

Full-text indexing – enumerate every email and attachment for 
fast and accurate eDiscovery searches.

Search and discovery – quickly find email records and produce 
them for legal, regulatory and corporate governance. Search 
based on senders, receivers, text, phrases, tags, folders, 
and notes, with basic or advanced features such as boolean 
connectors and wildcards.

Disposition – at the end of a messages retention period, unless 
there is a legal hold in place, messages are systematically removed.

Exporting – search and export email records as message files, 
PDF or send emails records directly to a printer.

SAFETY AND SECURITY 

Encryption – every message is stored as a secure, encrypted file 
to meet privacy and data protection regulation requirements.

Compression and single-instance storage – data is compressed 
and stored with single instance storage which represents big 
storage cost savings.

Protected access – restrict access to authorized users to meet 
privacy and security requirements.  Only designated Auditors can 
access company email records.

Role-based access control – Administrators set policies and 
manage infrastructure with no access to records; Auditors 
advanced search and record management; Data Protection 
Officers for regulatory compliance; and Employees only have 
access to their own emails.

GDPR Data Protection Officer (DPO) – this special role allows to 
locate records to fulfil GDPR discovery requests and administer a 
right to be forgotten. 

MANAGEMENT AND INTEGRATION
Policy management – automatically apply policies to emails, 
including message retention, exceptions, or legal holds based on 
employees, domains or content.

Active Directory and LDAP – easily integrate with Active 
Directory through LDAP to allow users access using their AD login 
information.

Multi-tenancy –create multiple sub-archives for separate 
departments, divisions or countries

Save searches, tags, and notes – all the tools you need to 
manage many searches, cases and inquiries with ease.  Saves 
your searches, tag and group messages, add notes and manage 
with a full legal process.

Active supervision – auditor can locate messages based on key 
words and perform random sampling.

Any email server – advanced solution architecture allows for 
easy, non-disruptive implementation in less than 1 hour and 
providing compatibility to almost any email solution, including 
Microsoft Exchange and Office 365, Google G Suite, Sendmail, 
Lotus Domino, Kerio, Postfix, Zimbra and more

BEST PRACTICES
O365 & Google Vault Alternative – stronger eDiscovery, 
compliance and policy management than competitors at a 
lower cost while saving costs with capacity-based licensing and 
eliminating the need to count mailboxes. 

Compliance & Legal eDiscovery – advanced features deliver 
compliance and legal tools, assuring privacy and protection of 
your business-critical email records, with the ability to quickly 
search and produce email records on demand.

Data Protection Best Practice – It’s critical best practice to 
separate your Archived Email Records from your mail server data.  
UDP Cloud Archiving preserves and protects your email records.

ABOUT ARCSERVE
Arcserve provides exceptional solutions to protect the priceless digital assets of organizations in need of full scale, comprehensive data 
protection. Established in 1983, Arcserve is the world’s most experienced provider of business continuity solutions that safeguard multi-
generational IT infrastructures with applications and systems in any location, on premises and in the cloud. Organizations in over 150 
countries around the world rely on Arcserve’s highly efficient, integrated technologies and expertise to eliminate the risk of data loss 
and extended downtime while the reducing the cost and complexity of backing up and restoring data by up to 50 percent. Arcserve is 
headquartered in Minneapolis, Minnesota with locations around the world.


